
 
 
 

 

 

Privacy policy for Saga Tenix AS 

 

Terminology 

 

Personal Data: Means any information about an identified or an identifiable physical person. 

 

The Data Subject 

 

Means the person who is directly or can be indirectly identified by f.ex a name, personal number, 

postal address, IP-address or one or several aspects that are special for that person’s physical, 

genetic, mental, economic, cultural or social identity. 

 

Data controller   

  

Means the organization that determines the purpose of processing Personal Data and the means to 

be used for the task. Saga Tenix is the data controller for the Personal Data we process about you 

and our customers. 

 

Data Processing  

  

Means the usage of Personal Data, including for example collection, registration, storage, 

transformation, usage and delivery. 

 

About Saga Tenix  AS. Contact information. 

 

Saga Tenix  provides a range of services which involve collecting Personal Data about our customers, 

potential customers, candidates for employment, business partners and visitors to our websites (The 

Data Subject). This means that Saga Tenix  processes Personal Data about The Data Subject. 



 
 
 

 

Saga Tenix  is the data processor responsible for the Personal Data we collect about you. If you have 

any questions or comments regarding this privacy policy or how we process Personal Data, then you 

can contact us via email at kundeservice@tenix.eu. 

 

About privacy in Saga Tenix  

 

Protecting your Personal Data is of high importance to us. Saga Tenix  is committed to protect and 

respect your right to privacy, and all our data collection is subject to the Norwegian privacy law that 

also includes the European Union’s General Data Protection Regulation (GDPR) as it is implemented 

in Norwegian law (“Personopplysningsloven”). This privacy policy applies as of July 1st 2018. 

Most information we collect about our customers is required in order to manage our customer 

relationships and fulfill our contractual obligations in agreements with customers. In the cases we 

use consent as the legal basis for processing data we require the consent to be given freely, and The 

Data Subject shall be provided sufficient information about how and why we collect their Personal 

Data. 

This privacy policy covers how Saga Tenix  protects your Personal Data. Saga Tenix  is committed to 

follow the principles for privacy as they are described in the law, and we will: 

 

1. Be open about how we gather, use and store your Personal Data. 

2. Only use your data in accordance with the purpose we have gathered it for. 

3. Not gather or process more Personal Data than we need. 

4. Use the least privacy-invasive setting as default in all our systems and solutions (privacy by 

design). 

5. Not store Personal Data longer than necessary. 

6. Provide you with access to your Personal Data and ensure deletion and correction of 

Personal Data that is incorrect or that you don’t want to be used. 

7. Use adequate security policies and tools to protect your data. 

 

Why do we gather Personal Data about you, and what do they include? 

 

Personal Data is gathered primarily for the purpose of administering our customer relationships and 

to deliver our services to our customers. We also need to gather information about our business 

partners. A lot of the information we gathered is not defined as Personal Data, such as company 

name and business addresses, but we also need to gather the name of contact persons, names of 

employees, phone numbers and email addresses, postal addresses, purchase history, bank 

information and more. 
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The agreements with our customers and business partners are the lawful basis for processing this 

required data. 

All Personal Data we gather about our customers and business partners is collected directly from 

these entities and stored in Saga Tenix ’s systems. 

It is voluntary to provide Saga Tenix  with Personal Data, but some of the information is required to 

provide our services and invoice our customers correctly. 

As part of our customer and employee relationships we will send newsletters and invitations about 

seminars, courses and other events to relevant contact persons working with you, the customer, or 

our business partners. You shall always be given the opportunity to opt out from receiving these 

communications from us and we will inform you about this in all our communications. 

As part of providing services to Saga Tenix customers, we store information about customers and its 

employees. It is the responsibility of the customers to obtain employees' consent before Saga Tenix 

proceeds to store any information related to individuals. 

We also process Personal Data about participants attending seminars, courses and other events, and 

we may process Personal Data and other information when sending newsletters. This information is 

stored first in our CRM-system after gathering consent for this purpose. Participants of events can at 

any time withdraw their consent by contacting us at kundeservice@tenix.eu. 

 

Saga Tenix Products and our use of cookies 

 

When you visit Saga Tenix Products, your IP-address is registered. Saga Tenix does not use this 

information to identify you as a person. The time you spend on our website is stored and 

anonymized. 

This information is used to administer and maintain our website or our software solutions.  

 

How do we secure your Personal Data? 

 

We are continuously working to ensure your Personal Data and other confidential information. Our 

security measures include physical, technical, and administrative policies. 

Our colleagues are given training and guidance for processing and managing Personal Data in a 

secure manner. We maintain security routines and access management to prevent unauthorized loss 

and access to the systems storing Personal Data. 

We ensure that processing of Personal Data is secure and in accordance with the law, and that all 

processing protected from any malware. 



 
 
 

 

 

Security breaches 

 

Upon discovering a security breach our management is informed, the risk of the breach is evaluated, 

and our Data Protection Agency in Norway (Datatilsynet) is informed if necessary. The Data Subject 

will also be notified if the breach represents a risk to you and your rights. 

 

The Data Subject’s rights. Data retention period. 

 

We only store Personal Data if necessary for the purposes described in this Privacy Policy and to fulfill 

legal obligations. We usually retain Personal Data for the full duration of our contracts. 

 

You have the right to receive the following information 

 

Confirmation if Saga Tenix  has stored Personal Data about you 

Access to the Personal Data, in a common format as well as a machine-readable format 

Detailed explanations of the Purpose of processing Personal Data and a copy of the Personal Data we 

store about you 

 

The right to correct information about the Data Subject: 

 

You can demand that Saga Tenix  corrects any incorrect details in the Personal Data stored about you 

in case these are provided by you, or if this information is incomplete or incorrect. 

 

The right to be forgotten (deletion): 

You can demand that your Personal Data is deleted when they are no longer needed to achieve the 

purpose of processing and when consent is withdrawn. You can contact us at kundeservice@tenix.eu 

in case you want to access, correct, or delete the Personal Data we have stored about you. 


